**«Мошенники придумали способ доступа к «Госуслугам»**

**Уважаемые граждане!**

Мошенники звонят под видом сотрудников «госуслуг» и сообщают, что ваш аккаунт кто-то пытался взломать. В качестве меры предосторожности они просят назвать код из SMS, чтоб «помочь защитить аккаунт». На самом деле, мошенники в этот момент отправляют заявку на восстановление пароля и после того как вы назовете код, они получат доступ к вашему кабинету.  
  
**Что может сделать мошенник, получив доступ к вашему кабинету?**  
  
1. Получить доступ к вашему мобильному банку.  
2. Получить данные от банковских карт  
3. Зарегистрировать на ваше имя фиктивную фирму.  
4. Продать ваши данные в даркнете.

Стоимость персональной информации постоянно дорожает.  
5. Взять кредит в микрофинансовой организации.

**Что делать, если Вас взломали :**  
- Если вас уже взломали, звоните в полицию и блокируйте свои карты;  
-Если вам будут звонить мошенники, сразу кладите трубку и меняйте пароль и поставьте двойную аутентификацию;  
- Если вам ещё не звонили, то просто перешлите эту статью своим близким людям, чтоб были более бдительными!

**Подготовлено прокуратурой Болховского района**